
DSDP
Digital Sovereignty Data Platform



WHY DSDP?

- Governments are moving away from foreign cloud providers amid rising concerns
about digital sovereignty.

- Most consumer-grade solutions like Dropbox or Office 365 were not designed
with privacy regulations and security concerns in mind, mixing data from consumers
and businesses, spread out in data centers across the globe. 

- Enterprise IT workloads may be processed by Cloud Providers liable to the US CLOUD Act, 
meaning critical business data can be leaked.

- Multi Platform Productivity - Data needs to be available where the employees are. 
Tablets, mobile devices, laptops and desktops all have access to the same files at a moments
notice thanks to the first-class sync. clients.
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- Provision of apps for secure collaboration, support etc.
- Secure communication with integrated VPN
- Auth. Integration
- Monitoring, billing
- Information service for new apps
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Added values for ISP

ISP clients
+ secure services

provided by unival

ISP core business
• connectivity
• cloud

DSDP

+ new markets
+ additional revenue streams
+ customer loyalty

+ productivity
+ Security
+ Disaster Recovery



Advantages for ISPs

- Easy to provide
- Usable as a cloud service or as a self-hosted platform
- modern, decentralized container-based architecture
- apps available for a wide range of application scenarios
- new apps are continuously integrated and provided by unival
- Integrated secure connection according to military standards
- Support for all major platforms such as desktop, tablet or smartphones


